Lee, Katherine

ST T T s TR Te
From: Greenwood, Andrew
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To: Lee, Katherine
Cc: Buddenhagen, Paul
Subject: RE: BPD Body Worn Camera Palicy
Attachments: 20180918BWCPolicyDrafiRedText.docx; Body Worn_Cameras.pdf
Follow Up Flag: Follow up
Flag Status: Flagged

Ms. Lee,

On Friday 9/28/18 | sent you the BWC policy doc, which was to be issued the following Monday, 10/1.
While the paolicy was issued as planned, the policy number changed in the process of being placed in
Lexipol's content management system; it is in the system as Policy 425,

I am attaching a PDF of Policy 425, for you to provide to PRC. | apologize for any confusion on this... |
didn’t realize it had changed until earlier this week,

As we have earlier discussed, | am also attaching the penultimate draft, which shows (in red) language
resulting from the meet-and-confer process with the BPA. {There may be very slight edits made in the
final, final process of getting it into Lexipol, but nothing substantial.)

| spoke with Jim Chanin who told me he had spoken at PRC and then determined he may have misspoke
on an issue or two. Would you please send me any relevant emails where he addressed those comments
and/or clarified/corrected them? Jim has been a great supporter of BPD's implementing BWCs, and |
want to make sure | am fully aware of issues and concerns as expressed to the PRC,

BMC 2.99 has not undergone the Meet and confer process. | expect that after the meet-and-confer
process has concluded, and goes into effect, then Policy 425 will be the “Surveillance Use Policy” and
that we will report on use in the annual “Surveillance Technology Report,”

Over the past week, you have sent me several emails relating to BWC; | will review them for discussion
etc. We are going live as planned next Monday. | expect to gather concernsfissues, discuss & review,
and potentially make revisions at some point in the future. Absent a major issue and exigency, | think it
unwise to incrementally revise and alter the policy bit-by-bit at the same time our people are training
and going live.

As for Council item writing, | need to really review the prior docs and probably discuss with you before
deciding how to proceed.

I'm headed to conference tomorrow noon (my last for a good while), back Tuesday night, and | will likely
attend PRC on Wed.

Best regards,

Andrew Greenwaood

Chief of Police

Berkeley Police Department
(510) 981-5700
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Law Enforcement Services Manual

Body Worn Cameras

425.1 PURPOSE AND SCOPE
This policy provides guidelines for the use of portable Body Worn Cameras (BWCs) by members
of this depariment while in the performance of their duties.

This policy does not apply to non-BWC evidence, including other methods of audio or video
recordings, interviews or interrogations conducted at any Berkeley Police Department facility,
authorized undercover operations, wiretaps or eavesdropping (concealed listening devices).

4252 POLICY

The Berkeley Police Depariment recognizes that video recording of contacts between department
personnel and the public provides an objective record of these events, and that the use of a
recording system complements field personnel in the performance of their duties by providing
a video record of enforcement and investigative field contacts, which can enhance criminal
prosecutions, limit civil liability, increase transparency, and enhance professionalism in the
delivery of police services to the community. A video recording of an event or contact also enables
the delivery of timely, relevant, and appropriate training to maximize safety for both community
members and BPD personnel.

While recordings obtained from BWCs provide an objective record of events, it is understood that
video recordings do not necessarily capture all events, activities and information, or reflect the full
experience of the individual member(s) in a given incident. Moreover, the recordings, especially
video, have limitations and may depict events differently than the events as perceived and recalled
by the involved member. Specifically, it is understood that the BWC will capture information that
may not have been seen and/or heard by the involved member and that the involved member may
see and hear information that may not have been captured by the BWC.

425.3 CONFIDENTIALITY AND PROPER USE OF RECORDINGS

BWC use is limited to enforcement and investigative activities involving members of the public.
The BWC recordings will capture video and audio evidence for use in criminal investigations,
administrative reviews, training, civil litigation, and other proceedings protected by confidentiality
laws and department policy. Improper use or release of BWC recordings may compromise ongoing
criminal and administrative investigations or violate the privacy rights of those recorded and is
prohibited.

4254 COORDINATOR
The Chief of Police, or his/her designee shall appoint a member of the Department to coordinate
the use and maintenance of BWCs and the storage of recordings, including (Penal Code § 832.18):

(a) Establishing a system for uploading, storing and security of recordings.

(b) Designating persons responsible for uploading recorded data.
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(c) Establishing a maintenance system to ensure availability of BWCs.

(d) Establishing a system for tagging and categorizing data according to the type of
incident captured.

(e) Establishing a system to prevent tampering, deleting and copying recordings and
ensure chain of custody integrity.

(fy  Working with the City Altorney's office to ensure an appropriale retention schedule is
being applied to recordings and associated docurentation.

(@) Maintaining an audit trail record for all access to evidence files, wherein access
information for each evidence file is logged through use of a secure log-in system.
The Department's storage system associates an audit trail record with each evidence
file, thereby logging the date, time, user name, activity and client IP address occurring
during each evidence file access.

All recordings made by members acting in their official capacity shall remain the property of the
Depariment. Subject to the provisions of this Policy, members shall have no expectation of privacy
or ownership interest in the content of these recordings.

425.5 MEMBER RESPONSIBILITIES

Prior to going into service, each uniformed member who is assigned to wear a BWC will be
responsible for making sure that he or she is equipped with a BWC issued by the Department,
and that the BWC is in good working order. If the BWC is not in working order or the member
becomes aware of a malfunction at any time, the member shall promptly report the failure to his/
her supervisor to permit the supervisor or other departiment employee to provide the member
with a functioning BWC as soon as practicable. Uniformed members should wear the recorder
in a conspicuous manner as prescribed by the Department, to provide a generally unobstructed
camera view of contacts between members of the public and department members.

Members lawfully engaged in their duties as a police officer are not required to oblain consent
from, or give notice to, members of the public, prior lo recording with their BWC.

Upon the approval of the Chief of Police, or his'her designee, non-uniformed members lawfully
engaged in their duties as a police officer may use an approved BWC.

Members are required to document the existence of a recording in any reporl or other official
record of the contact, such as a CAD entry, including any instance where the member is aware that
the BWC malfunctioned or the member deactivated the recording. In the event activity outlined in
section 424.7 is not captured in whole or in part the member shall document this and explain in
their report their understanding, if any, of why the footage was not captured in the recording.

4256 SUPERVISOR RESPONSIBILITIES

At such time as the scene is considered secure and safe, the on-scene supervisor shall take
immediate physical custody of involved officer's/officers’ BWC when the device may have captured
an incident involving an officer-involved shooting or use of force resulting in death or great bodily
injury, and shall ensure the data is uploaded in a timely manner as prescribed by BPD policy
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(Penal Code § 832.18). Supervisors may review relevant BWC video and audio files in the field
in furtherance of their duties and responsibilities.

Supervisors shall also review relevant BWC recordings prior to submitting any administrative
reports.

425.7 ACTIVATION OF THE BODY WORN CAMERA

This policy is not intended to describe every possible situation in which the BWC should be used.
Members shall activate the BWC as required by this policy in (a)-(f) below, and may activate the
BWC at any time the member believes it would be appropriate or valuable to record an incident
within the limits of privacy described herein.

The BWC shall be activated in any of the following situations:

(a) All in-person enforcement and investigative contacts including pedestrian stops and
field interview (FI) situations.

{b) Traffic stops including, but not limited to, traffic violations, stranded motorist assistance
and all crime interdiclion slops.

(c) Self-initiated field contacts in which a member would normally notify the
Communications Center.

{d) Any search activity, including the service of search or arrest warrants; probation,
parole, or consent searches where the member is seeking evidence of an offense,
or conducting a safely sweep or community caretaking sweep of the premises. Once
a location has been secured and the member is not interacting with detainees or
arrestees, the member may mute their BWC when conducting a search for evidence.

(e} Any other contact that the member determines has become adversarial after the initial
contact in a situation where the member would not otherwise aclivate BWC recording.

(fy ~ Transporting any detained or arrested person and where a member facilitates entry
into or out of a vehicle, or any time the member expects to have physical contact with
that person.

Al no time is a member expected to jeopardize his or her safety in order to activate a BWC.
The BWC should be activated by members in anticipation of situations described above, and in
any unanticipated, rapidly unfolding situation where activation becomes required, as soon as the
member can do so safely.

Members should activate their BWC when conducting custodial interviews unless there are other
recording devices being used. Members shall document and explain in their report the reason
for not recording custodial interviews, should a BWC be de-activated while conducting a custodial
interview ar interragation.
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425.8 VICTIMS AND WITNESSES OF CRIMES; INFORMANTS
In the event that an officer has the opportunity to record interviews of victims and witnesses of
crimes, they shall consider the following:

(a) Witnesses: In the event a crime witness or a member of the community wishes to
report or discuss criminal aclivity anonymously, officers have the discretion to not
record. Members may offer to averl their camera to capture only audio during the
interview, when doing so would facilitate obtaining the witness’s recorded statement.
In cases where a wilness requests they not be recorded, and the member agrees not
to record, members should record their request prior to turning the camera off. When
a member is already recording, the member shall record their explanation for turning
the camera off prior to doing so.

(b) Victims: Upon request by the victim, officers have the discretion to not record the
interview. Members may offer to avert their camera to capture only audio during the
interview, when doing so would facilitate obtaining the victim's recorded statement.
In cases where a victim requests they not be recorded, and the member agrees not
to record, members should record their request prior to turning the camera off. When
a member is already recording, the member shall record their explanation for turning
the camera off prior to doing so.

1. Domestic Violence Victims: Members should attempt to record interviews of
domestic violence victims to facilitate future prosecution efforts and discourage
later recanting of staterents. Members should also record interviews with
children who witness domestic violence, when the child is willing.

2. Child Abuse and Sexual Assault Victims: Members shall have the discretion
to record, absent any request to not record the interview by victims, wilnesses,
or non-suspect parents of victims, during child abuse andfor sexual assault
investigations.

(c) Informants: Members shall not activate their recorders when conducting an interview
or engaging in a conversation with a confidential informant, unless needed as
evidence.

Members have no obligation to advise a victim or witness that he or she is being recorded, but
may do so at their discretion. When a victim or witness requests they not be recorded, members
may consider their request (See Penal Code 632).

Members shall remain sensitive to the dignity of all individuals being recorded and exercise
discretion to respect privacy by discontinuing recording whenever it reasonably appears to the
member that such privacy concerns may outweigh any legitimate law enforcement interest in
recording. Recording should resume when privacy concerns are no longer at issue unless the
member determines that the circumstances no longer fit the criteria for recording.

Informal community interactions differ from “consensual encounters” in which members make
an effort to develop reasonable suspicion to detain or probable cause to arrest. To strengthen
relationships between police and citizens, members may use discretion regarding the recording
of informal, non-enforcement related interactions with members of the community.
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425.9 ACTIVATION IN CROWD CONTROL SITUATIONS

During crowd control, protest or mass arrest incidents, members shall use their BWCs consistent
with this policy, or when directed by the Incident Commander. The Incident Commander shall
document his or her orders to activate in an appropriate report (e.g. Operations Plan or After
Action Report).

The limitations outlined in the Intelligence Procedures for First Amendment Activilies
Policy governing intelligence-gathering procedures for First Amendment activities, apply to the
use of BWCs and other recording devices.

Video recording of individuals who are picketing or engaged in peaceful protest will be avoided
unless the officer believes a violation of criminal law is occurring, may occur, or if the officer
interacts with a participant or third party to the event, or a participant or third party initiates contact
with the member.

425.10 SURREPTITIOUS USE OF THE BWC

Members of the Department may surreptitiously record any conversation during the course of a
criminal investigation in which the member reasonably believes that such a recording will be lawful
and beneficial to the investigation.

Members shall not surreptitiously record another department member without a court order unless
lawfully authorized by the Chief of Police, or his/her designee.

Members are prohibited from using department-issued BWCs for non-work related personal
activity. BWCs will not be activated in places where members have a reasonable expectation
of privacy, such as workplace locker rooms, dressing rooms, members' private vehicles or
restrooms.

42511 CESSATION OF RECORDING
Once activated, the member may mute or deactivate their BWC at any time based on their
discretion, and in the following circumstances:

(a) Discussion oftactical or confidential information with other law enforcement personnel.

(b) Where members are on a perimeter or assigned to a stalic post where the member's
direct participation in the incident is complete and they are not actively part of an
investigation,

{c) Ifitis necessary to discuss issues or concerns with an employee, supervisor, doctor,
nurse, or paramedic in privale.

(d) Inthe member’s judgment, a recording would interfere with his or her ability to conduct
an investigation.

Decisions regarding the reason for muting or BWC deactivation should be documented.

Members shall cease audiolvideo recording whenever necessary to ensure conversations are not
recorded between a person in custody and the person's attorney, religious advisor or physician,
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unless there is explicit consent from all parties to the conversation. This does not apply to
conversations with paramedics or EMTs during their response at a scene, and during transport.

425.12 EXPLOSIVE DEVICE

Many portable recorders, including BWCs and audio/video transmitters, emit radio waves that
could trigger an explosive device. Therefore, these devices should not be used where an explosive
device may be present.

Members believing that the use of a BWC may detonate an explosive device may deactivate their
BWC in such cases.

42513 PROHIBITED USE OF BODY WORN CAMERAS

Members are prohibited from using a department-issued BWC for personal use and are prohibited
from making personal copies of recordings created while on duty or while acting in their official
capacily.

Members are prohibited from retaining BWC recordings. Members shall not duplicate or distribute
such recordings, except for department business purposes. All such recordings shall be retained
at the Department,

Members may not use personally owned recorders (e.g. personal cell phone) to document
contacts unless exigent circumstances exist to warrant lhe use of personally owned recording
devices. Regardless, if a member is using a department-issued BWC, and/or another recording
device, members shall comply with the provisions of this policy, including retention and release
requirements. In every event where members use any recording device aside from or in addition
to their depariment-issued BWC, the member shall document and explain the use and the exigent
circumstance in their police report (e.g. the BWC failed and evidence needed to be captured at
that moment in time).

Recordings shall not be used by any member for the purpose of embarrassment, intimidation or
ridicule.

42514 PROCESSING AND HANDLING OF RECORDINGS

To assist with identifying and preserving data and recordings, members shall tag and download
recordings in accordance with procedure, and document the existence of the recording in the
related case report. Transfers must occur at the end of the member's shift, and any time the
member is aware that the storage capacity of the BWC is nearing its limit. In circumstances when
the officer cannot complete this task, the officer's supervisor shall immediately take custody of the
BWC and be responsible for uploading the data. Officers shall tag each file with the appropriate
casefincident number, provide a descriptive title, and select an appropriate category for each
recording, using the Axon View app or via the Evidence.com site.
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Members are prohibited from intentionally erasing, altering, reusing, modifying or tampering with
original audio video recordings. Members may request restriction and subsequent deletion of an
accidental recording as described under section 424 18 below.

425.15 RETENTION REQUIREMENTS

The Department shall retain all recordings for a minimum of 60 days. Incidents involving
consensual contacts, and aid to citizens will be retained for six months, and cold reports will be
retained for one year. Recordings of incidents involving use of force by a police officer, detentions,
arrests, or recordings relevant to a formal or informal complaint shall be retained for a minimum
of two years and one month. Recordings relating to court cases and personnel complaints that
are being adjudicated will be manually deleted at the same time other evidence associated with
the case is purged in line with the Department's evidence retention policy. Any recordings related
to administrative or civil proceedings shall be maintained until such matter is fully adjudicated,
at which time it shall be deleted in line with the Department’s evidence retention policy, and any
applicable orders from the court.

Recordings created by equipment testing or accidental activation may be deleted after 60 days.

425.16 ACCIDENTAL RECORDING - REQUEST FOR RESTRICTION

In the event of an accidental or sensilive personal recording of non-departmental business activity,
where the resulting recording is of no investigative or evidentiary value, the recording employee
may request that the file be restricted pending 60-day deletion by submitting an email request
via their chain of command to the Professional Standards Division Captain. The Professional
Standards Division Captain will approve or deny the restriction request.In cases where the request
is denied, an appeal may be submitted to the Chief of Police, or histher designee, for restriction
authorization. In all cases of restriction requests, a determination should be made within seven
calendar days.

425.17 REVIEW OF RECORDINGS BY A MEMBER

Members are authorized to review their own BWC video files at any time in furtherance of official
business. Such official business includes, but is not limited to, preparing written reports, prior to
or while providing testimony in a case or being deposed. Members may review recordings as an
evidentiary resource, except as stated in subseclion 424.17.1 below. Members shall not retain
personal copies of recordings. Members shall not use the fact that a recording was made as a
reason to write a less detailed report.

425.17.1 OFFICER INVOLVED INCIDENTS RESULTING IN GRAVE BODILY INJURY OR
DEATH

(a) Inthe eventof a critical incident that resuits in grave bodily injury or death, including an
officer-involved shoating or an in-custody death, the BWC of the involved member(s)
shall be taken from him or her and secured by a supervisor, commander, or appropriate
investigator, as necessary. The involved member(s) shall not access or abtain their
footage of the incident until such time as the criminal investigator(s) have reviewed
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(b)

(c)

(d)

(e)

the video files. It will be the responsibility of the investigation team’s supervisor to
coordinate with the involved member's supervisor to obtain footage of the incident on
behalf of the member,

Personnel uploading secured BWC video files shall not view the files unless
authorized.

No member involved in a critical incident may view any video recordings prior to
an interview by the appropriate criminal investigative unit, and receiving command
approval.

Prior to the conclusion of the criminal interview process, the involved member and/
or the member's representative will have an opportunity to review the member's
recording(s). The involved member may choose to provide additional information to
supplement his or her statement by providing a supplemental statement or separate
supplemental document. In no case shall a member alter a report made prior to
reviewing the recording.

The Department acknowledges that recordings taken during critical incidents obtained
from BWCs do not necessarily reflect the full extent of the nature of the event or the
experience, analysis, training, threat assessment or state of mind of the individual
officers(s) in a given incident. Moreover, the recordings, especially video, have
limitations and may depict events differently than the events recalled by the involved
officer. Specifically, it is understood that the recording device will caplure information
that may not have been heard and/or abserved by the involved officer and that officers
may see and hear events that are not captured by the camera.

Officers who are involved in any critical incident where video recordings exist depicting
the involved officer, either as a subject officer or witness, shall be provided the following
admonishment to the initial interview or submission of the initial written report:

"In this case, there is video evidence that you will have an opportunity to view. Video evidence
has limitations and may depict the events differently than you recall, and may not depict
all of the events as seen or heard by you. Video has a limited field of view and may not
caplure events normally seen by the human eye. The "frame rate” of video may limit the
camera's ability to capture movements normally seen by the human eye. Lighting as seen on
the video may be different than what is seen by the human eye. Videos are a two-dimensional
medium and may not capture depth, distance or positional crientation as well as the human
eye. Remember, the video evidence is intended lo assist your memory and ensure that your
statement explains your state of mind at the time of the incident.”

425.17.2 SUPERVISORY REVIEW
With the exceplion of section 424.17.1 above, supervisors are authorized to review relevant
recordings any time they are reviewing and approving case reports from their subordinates.
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425.17.3 INVESTIGATORY REVIEW

Supervisors are authorized to review relevant recordings any time they are investigating alleged
misconduct or reports of meritorious conduct, or whenever such recordings support review of the
member's performance.

Recorded files may also be reviewed:

(a)  Upon approval by a supervisor, by any member of the Department who is pariicipating
in conduct of an official investigation, such as a personnel complaint, an administrative
investigation or a criminal investigation.

(b) Pursuantto lawful process or by court or District Allorney personnel who are otherwise
authorized to review evidence in a related case.

(c) By personnel assigned to investigatory units who are authorized to view any BWC
video file associated to their active investigations, unless otherwise prohibited by
policy.

{d) Upon approval by the Chief of Police, Internal Affairs investigators may review BWGC
video with a complainant.

Investigators conducting criminal or internal investigations shall:

1. Advise the coordinator to restrict access to the BWC file in criminal or internal
invesligations, as necessary.

2. Review the file to determine whether the BWC file is of evidentiary value and process
it in accordance with established protocols.

3. Notify the coordinator to remove the access restriction when the criminalfinternal
invesligation Is closed.

425174 TEACHING OR LEARNING TOOL

BWTC files may also be reviewed by lraining staff regarding specific incidents where such files may
serve as an internal learning or teaching tool. In the event that videos are intended to be used for
training purposes, the involved officer(s) will first be consulted. If he/she objecls to the use of the
video, such objection shall be submitted to the person in charge of training who shall weigh the
value of the video for training against the officer(s) objections and basis for the objection. Should
the person in charge of training refuse to grant the request of the involved officer(s), the matter
shall be heard by the Chief of Police, or his/her designee, prior to utilizing the video.

425175 COB CIVIL CLAIMS AND LAWSUITS

BWC recordings may be reviewed and used by City of Berkeley defense counsel for the purposes
of defending the city in civil claims and lawsuits, with the authorization of the Chief of Police, or
histher designee.

425.18 RELEASE OF RECORDINGS
All recordings should be reviewed by the Custodian of Records and the City Attorney's Office prior
to public release, see General Order R-23 (Release of Public Records and Information).
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In the event that the Police Department or City Department intends to release or publish for any
purpose video recordings where officers are captured on video or the video depicts aclions taken
by them in the course of the performance of their official duties, those officers shall be given written
notice of the intention to release or publish said video at least 48 hours prior to such release.

BPD may, without prior notice to involved officers, share video footage with law enforcement,
national securily, military, or other government agencies outside of Berkeley, when there is
reasonable suspicion that criminal activity has occurred or is about to occur.

425.18.1 POLICE REVIEW COMMISSION (PRC)

Access to recorded files will be granted for the purposes of review to the Police Review
Commission Officer and/or Investigator investigating a specific complaint where BWC evidence
files are available, and are not part of any ongoing criminal investigation.

(a) The PRC Officer and PRC Invesligator will be provided user account access to
evidence files through the evidence management systermn for their use during a
complaint investigation and to facilitate viewing by Board of Inquiry members during
a Board of Inquiry.

(b) The PRC Officer and PRC investigator shall not make or create a copy of any evidence
file, nor make or allow to be made any audio or video recording of any evidence file
while it is being streamed and viewed from the evidence managerment system.

(¢) The PRC Officer and PRC Investigator shall not allow any unauthorized individuals to
view or access evidence files.

(d) The evidence management system associates an audit trail record with each evidence
file, thereby logging the date, time, user, activity, and client IP address occurring during
each evidence file access.

(e) The evidence management system shall only be accessed on City premises.

(f)  The Deparlment retains custody and control of the recordings, and content of the
video will be subject to applicable legal standards including, but not limited to the
confidentiality requirements of the Public Safety Officers’ Procedural Bill of Rights,
(Government Code § 3300, et seq.. Penal Code § 832.7, and the California Public
Records Act; Government Code § 6250, et seq.)

425182 PUBLIC RECORDS ACT (PRA) REQUEST

Access to recorded files will be granted for the purposes of review in response to a public records
request, as permitted under Government Code § 6254(f) and BPD General Order R-23 (Release of
Public Records and Information). General Order R-23 does not authorize release of investigative
files or documents that would constitute an unwarranted invasion of privacy.Circumstances where
this might arise in video include footage taken inside a home, a medical facility, the scene of a
medical emergency, or where an individual recorded has a “reasonable expectation of privacy.”
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425.18.3 MEDIA

Access to recorded files will be granted for the purposes of review to media personnel or the
general public with permission of the Chief of Police, or his/her designee, subject to General Order
R-23 and privacy protections indicated in this policy.

42519 COMPLIANCE WITH BMC 2.99 ACQUISITION AND USE OF SURVEILLANCE
TECHNOLOGY

This policy shall comply at all times with the requirernent of BMC 2.99 Acquisition and Use of
Surveillance Technology.

425,20 TRAINING REQUIRED
Officers who are assigned BWCs must complete department-approved training in the proper use
and maintenance of the devices before deploying to the field.

As part of a continual improvement process, regular review should be conducted by BPD staff of
the training on this policy and the related use of BWCs under this policy. Information resulting from
the outcomes of this review shall be incorporated into the City Manager's annual “Surveillance
Technology Report” as required under BMC 2.99 Acquisition and Use of Surveillance Technology.

The Depariment, Police Review Commission and other City Departments shall maintain the
confidentiality of Department sworn employee personnel records as required by state and local
law. Failure to maintain the confidentiality of Department sworn employee personnel records,
whether or not intentional, may subject individuals to civil penalties and discipline, up to and
including termination of employment.
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Draft Version 9/18/18
Berkeley Police Department General Order: Use of Body Worn Cameras
Mumbering changed, some minor edits prior to finalization and placement into Lexipol system

450.1 PURPOSE AND SCOPE
This policy provides guidelines for the use of portable Body Worn Cameras (BWC) by members of
this department while in the performance of their duties.

This policy does not apply to non-BWC evidence, including other methods of audio or video
recordings, interviews or interrogations conducted at any Berkeley Police Department facility,
authorized undercover operations, wiretaps or eavesdropping (concealed listening devices).

450.2 POLICY
The Berkeley Police Department recognizes that video recording of contacts between Department
personnel and the public provides an objective record of these events, and that the use of a
recording system complements field personnel in the performance of their duties by providing a
video record of enforcement and investigative field contacts, which can enhance criminal
prosecutions, limit civil liability, increase transparency, and enhance professionalism in the
delivery of police services to the community. A video recording of an event or contact also
enables the delivery of timely, relevant, and appropriate training to maximize safety for both
community members and BPD personnel.

While recordings obtained from BWCs provide an objective record of events, it is understood that
video recordings do not necessarily capture all events, activities and information, or reflect the
full experience of the individual member(s) in a given incident. Moreover, the recordings,
especially video, have limitations and may depict events differently than the events as perceived
and recalled by the involved member. Specifically, it is understood that the BWC will capture
information that may not have been seen and/or heard by the involved member and that the
involved member may see and hear information that may not have been captured by the BWC.

450.2.1 CONFIDENTIALITY AND PROPER USE OF RECORDINGS

BWC use is limited to enforcement and investigative activities involving members of the public.
The BWC recordings will capture video and audio evidence for use in criminal investigations,
administrative reviews, training, civil litigation, and other proceedings protected by confidentiality
laws and Department policy. Improper use or release of BWC recordings may compromise
ongoing criminal and administrative investigations or violate the privacy rights of those recorded
and is prohibited.

450.3 COORDINATOR
The Chief of Police or the authorized designee shall appoint a member of the Department to
coordinate the use and maintenance of BWCs and the storage of recordings, including (Penal
Code & 832.18):

(a) Establishing a system for uploading, staring and security of recordings.



{b) Designating persons responsible for uploading recorded data.
{c) Establishing a maintenance system to ensure availability of BWCs.

{d) Establishing a system for tagging and categorizing data according to the type of
incident captured.

{e) Establishing a system to prevent tampering, deleting and copying recordings and
ensure chain of custody integrity.

(f) Warking with the City Attorney’s office to ensure an appropriate retention schedule is
being applied to recordings and associated documentation.

{g) Maintaining an audit trail record for all access to evidence files, wherein access
information for each evidence file is logged through use of a secure log-in system. The
department’s storage system associates an audit trail record with each evidence file,
thereby logging the date, time, user name, activity and client IP address occurring during
each evidence file access.

All recordings made by members acting in their official capacity shall remain the property of the
Department. Subject to the provisions of this Policy, members shall have no expectation of
privacy or ownership interest in the content of these recordings.

450.4 MEMBER RESPOMNSIBILITIES
Prior to going into service, each uniformed member who is assigned to wear a BWC will be

responsible for making sure that he or she is equipped with a BWC issued by the Department, and
that the BWC is in good working order. If the BWC is not in working order or the member
becomes aware of a malfunction at any time, the member shall promptly report the failure to
his/her supervisar to permit the supervisor or other Department employee to provide the
member with a functioning BWC as soon as practicable. Uniformed members should wear the
recorder in a conspicuous manner as prescribed by the Department, to provide a generally
unobstructed camera view of contacts between members of the public and department
members.

Members lawfully engaged in their duties as a police officer are not required to obtain consent
from, or give notice to, members of the public, prior to recording with their BWC.

Upon the approval of the police chief or his or her designee, non-uniformed members lawfully
engaged in their duties as a police officer may use an approved BWC,

Members are required to document the existence of a recording in any report or other official
record of the contact, such as a CAD entry, including any instance where the member is aware
that the BWC malfunctioned or the member deactivated the recording. In the event activity
outlined in section 450.5 is not captured in whole or in part the member shall document this and
explain in their report their understanding, if any, of why the footage was not captured in the
recording.



450.5.1 SUPERVISOR RESPONSIBILITIES

At such time as the scene is considered secure and safe, the on-scene supervisor shall take
immediate physical custody of involved officer’s/officers’ BWC when the device may have
captured an incident involving an officer-involved shooting or use of force resulting in death or
great bodily injury, and shall ensure the data is uploaded in a timely manner as prescribed by BPD
policy (Penal Code § 832.18). Supervisors may review relevant BWC video and audio files in the
field in furtherance of their duties and responsibilities.

Supervisors shall also review relevant BWC recordings prior to submitting any administrative
reports.

450.5 ACTIVATION OF THE BODY WORN CAMERA
This policy is not intended to describe every possible situation in which the BWC should be used.
Members shall activate the BWC as required by this policy in (a)-(f) below, and may activate the
BWC at any time the member believes it would be appropriate or valuable to record an incident
within the limits of privacy described herein.

The BWC shall be activated in any of the following situations:

{a) All in-person enforcement and investigative contacts including pedestrian stops and
field interview (Fl} situations.

{b) Traffic stops including, but not limited to, traffic violations, stranded motorist
assistance and all crime interdiction stops.

(c) Self-initiated field contacts in which a member would normally notify the
Communications Center,

(d) Any search activity, including the service of search or arrest warrants; probation,
parole, or consent searches where the member s seeking evidence of an offense, or
conducting a safety sweep or community caretaking sweep of the premises, Once a
location has been secured and the member is not interacting with detainees or arrestees,
the member may mute their BWC when conducting a search for evidence.

{e} Any other contact that the member determines has becomes adversarial after the
initial contact in a situation where the member would not otherwise activate BWC
recording.

{f) Transporting any detained or arrested person and where a member facilitates entry
into or out of a vehicle, or any time the member expects to have physical contact with
that person.

At no time is a member expected to jeopardize his or her safety in order to activate a BWC. The
BWC should be activated by members in anticipation of situations described above, and in any
unanticipated, rapidly unfolding situation where activation becomes required, as soon as the
member can do so safely.



Members should activate their BWC when conducting custodial interviews unless there are other
recording devices being used. Members shall document and explain in their report the reason for
not recording custodial interviews, should a BWC be de-activated while conducting a custodial
interview or interrogation.

450.6.1 VICTIMS AND WITNESSES OF CRIMES; INFORMANTS
In the event that an officer has the opportunity to record interviews of victims and witnesses of

crimes, they shall consider the following:

(a) Witnesses: In the event a crime witness or a member of the community wishes to report
or discuss criminal activity anonymously, officers have the discretion to not record.
Members may offer to avert their camera to capture only audio during the interview,
when doing so would facilitate obtaining the witness’s recorded statement. In cases
where a witness requests they not be recorded, and the member agrees not to record,
members should record their request prior to turning the camera off. When a member is
already recording, the member shall record their explanation for turning the camera off
prior to doing so.

{b) Victims: Upon request by the victim, officers have the discretion to not record the
interview. Members may offer to avert their camera to capture only audio during the
interview, when doing so would facilitate obtaining the victim’s recorded statement. In
cases where a victim requests they not be recorded, and the member agrees not to
record, members should record their request prior to turning the camera off. When a
member is already recording, the member shall record their explanation for turning the
camera off prior to doing so.

a. Domestic Violence Victims: Members should attempt to record interviews of
domestic violence victims to facilitate future prosecution efforts and discourage
later recanting of statements. Members should also record interviews with
children who witness domestic violence, when the child is willing.

b. Child Abuse and Sexual Assault Victims: Members shall have the discretion to
record, absent any request to not record the interview by victims, witnesses, or
non-suspect parents of victims, during child abuse and/or sexual assault
investigations.

{c) Informants: Members shall not activate their recorders when conducting an interview or
engaging in a conversation with a confidential informant, unless needed as evidence.

Members have no obligation to advise a victim or witness that he or she is being recorded, but
may do so at their discretion. When a victim or witness requests they not be recorded, members
may consider their request (See Penal Code 632).

Members shall rermain sensitive to the dignity of all individuals being recorded and exercise
discretion to respect privacy by discontinuing recording whenever it reasonably appears to the
member that such privacy concerns may outweigh any legitimate law enforcement interest in
recording. Recording should resume when privacy concerns are no longer at issue unless the
member determines that the circumstances no longer fit the criteria for recording.



Informal community interactions differ from “consensual encounters” in which members make an
effart to develop reasonable suspicion to detain or probable cause to arrest. To strengthen
relationships between police and citizens, members may use discretion regarding the recording of
informal, non-enforcement related interactions with members of the community.

450.6.2 ACTIVATION IN CROWD CONTROL SITUATIONS

During crowd control, protest or mass arrest incidents, members shall use their BWCs consistent
with this policy, or when directed by the Incident Commander, The Incident Cornmander shall
document his or her orders to activate in an appropriate report (e.g. Operations Plan or After
Action Report).

The limitations outlined in General Order C-1, governing intelligence-gathering procedures for
First Amendment activities, apply to the use of BWCs and other recording devices.

Video recording of individuals who are picketing or engaged in peaceful protest will be avoided
unless the officer believes a violation of criminal law is occurring, may occur, or if the officer
interacts with a participant or third party to the event, or a participant or third party initiates
contact with the member,

450.6.3 SURREPTITIOUS USE OF THE BODY WORN CAMERA

Members of the Department may surreptitiously record any conversation during the course of a
criminal investigation in which the member reasonably believes that such a recording will be
lawful and beneficial to the investigation. -

Mermbers shall not surreptitiously record another department member without a court order
unless lawfully authorized by the Chief of Police or the authorized designee.

Members are prohibited from using department-issued BWCs for non-work related personal
activity. BWCs will not be activated in places where members have a reasonable expectation of
privacy, such as workplace locker rooms, dressing rooms, members’ private vehicles or restrooms.

450.6.4 CESSATION OR MUTING OF RECORDING
Once activated, the member may mute or deactivate their BWC at any time based on their
discretion, and in the following circumstances:

a. Discussion of tactical or confidential information with other law enforcement
personnel,

b. Where members are on a perimeter or assigned to a static post where the member's
direct participation in the incident is complete and they are not actively part of an
investigation,

c. Ifitis necessary to discuss issues or concerns with an employee, supervisor, doctor,
nurse, or paramedic in private,

d. In the member’s judgment, a recording would interfere with his or her ability to
conduct an investigation.



Decisions regarding the reason for muting or BWC deactivation should be documented.

Members shall cease audio/video recording whenever necessary to ensure conversations are not
recorded between a persan in custody and the person’s attorney, religious advisor or physician,
unless there is explicit consent from all parties to the conversation. This does not apply to
conversations with paramedics or EMTs during their response at a scene, and during transport.

450.6.5 EXPLOSIVE DEVICE
Many portable recorders, including body-worn cameras and audio/video transmitters, emit radio
waves that could trigger an explosive device. Therefore, these devices should not be used where

an explosive device may be present.

Members believing that the use of a BWC may detonate an explosive device may deactivate their
BWC in such cases.

450.6 PROHIBITED USE OF BODY WORN CAMERAS
Members are prohibited from using a department-issued BWC for personal use and are
prohibited from making personal copies of recordings created while on duty or while acting in
their official capacity.

Members are prohibited from retaining BWC recordings. Members shall not duplicate or
distribute such recordings, except for department business purposes. All such recordings shall be
retained at the Department.

Members may not use personally owned recorders (e.g. personal cell phone) to document
contacts unless exigent circumstances exist to warrant the use of personally owned recording
devices. Regardless, if a member is using a department-issued BWC, and/or another recording
device, members shall comply with the provisions of this policy, including retention and release
requirements. In every event where members use any recording device aside from or in addition
to their department-issued BWC, the member shall document and explain the use and the exigent
circumstance in their police report (e.g. the BWC failed and evidence needed to be captured at
that moment in time}.

Recordings shall not be used by any member for the purpose of embarrassment, intimidation or
ridicule.

450.7 PROCESSING AND HANDLING OF RECORDINGS
To assist with identifying and preserving data and recordings, members shall tag and download

recordings in accordance with procedure, and document the existence of the recording in the
related case report. Transfers must occur at the end of the member’s shift, and any time the
member is aware that the storage capacity of the BWC is nearing its limit. In circumstances when
the officer cannot complete this task, the officer’s supervisor shall immediately take custody of
the BWC and be responsible for uploading the data. Officers shall tag each file with the
appropriate casefincident number, provide a descriptive title, and select an appropriate category
for each recording, using the Axon View app or via the Evidence.com site.



Members are prohibited from intentionally erasing, altering, reusing, modifying, or tampering
with original audio video recordings. Members may request restriction and subsequent deletion
of an accidental recording as described under section 450.8.1 [C) below.

450.8.1 RETENTION REQUIREMENTS

a)

b)

c)

The Department shall retain all recordings for a minimum of 60 days. Incidents involving
consensual contacts, and aid to citizens will be retained for six months, and cold reports
will be retained for one year. Recordings of incidents involving use of force by a police
officer, detentions, arrests, or recordings relevant to a formal or informal complaint shall
be retained for a minimum of two years and one month. Recordings relating to court
cases and personnel complaints that are being adjudicated will be manually deleted at the
same time other evidence associated with the case is purged in line with the
department’s evidence retention policy. Any recordings related to administrative or civil
proceedings shall be maintained until such matter is fully adjudicated, at which time it
shall be deleted in line with the department’s evidence retention policy, and any
applicable orders from the court.

Recordings created by equipment testing or accidental activation may be deleted after 60
days.

Request for Restriction and Deletion of Accidental Recording In the event of an
accidental or sensitive personal recording of non-departmental business activity, where
the resulting recording is of no investigative or evidentiary value, the recording employee
may request that the file be restricted pending 60 day deletion/deleted by submitting an
email request to the Department’s system coordinator. The system coordinator or
assigned command staff member will review all or a portion of the file and recommend
approval or denial of the restriction request. In cases where the request is denied, an
appeal may be submitted to the Chief of Police, or designee, for restriction authorization.
In all cases of restriction requests, a determination should be made within seven (7)
calendar days.

450.8.2 REVIEW OF RECORDINGS BY A MEMBER

Members are authorized to review their own BWC video files at any time in furtherance of official
business. Such official business includes, but is not limited to, preparing written reports, prior to
or while providing testimony in a case or being deposed. Members may review recordings as an
evidentiary resource, except as stated in subsection (A) below. Members shall not retain personal
copies of recordings. Members shall not use the fact that a recording was made as a reason to
write a less detailed report.

A, Officer-involved Incidents that result in grave bodily injury or death.

1. In the event of a critical incident that results in grave bodily injury or death, including
an officer-involved shooting or an in-custody death, the BWC of the invalved member(s)
shall be taken from him or her and secured by a supervisor, commander, or appropriate
investigator, as necessary. The involved member(s) shall not access or abtain their
footage of the incident until such time as the criminal investigator(s) have reviewed the
video files. It will be the responsibility of the investigation team’s supervisor to coordinate
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with the involved member's supervisor to obtain footage of the incident on behalf of the
member.

2. Personnel uploading secured BWC video files shall not view the files unless authorized.

3. No member involved in a critical incident may view any video recordings prior to an
interview by the appropriate criminal investigative unit, and receiving command approval.

4. Prior to the conclusion of the criminal interview process, the involved member and/or
the member's representative will have an opportunity to review the member’s
recording(s). The involved member may choose to provide additional information to
supplement his or her statement by providing a supplemental statement or separate
supplemental document. In no case shall a member alter a report made prior to reviewing
the recording.

5. The Department acknowledges that recordings taken during critical incidents obtained
from BWCs do not necessarily reflect the full extent of the nature of the event or the
experience, analysis, training, threat assessment or state of mind of the individual
officers(s) in a given incident. Moreover, the recordings, especially video, have limitations
and may depict events differently than the events recalled by the involved officer.
Specifically, it is understood that the recording device will capture information that may
not have been heard and/or observed by the involved officer and that officers may see
and hear events that are not captured by the camera.

Officers who are involved in any critical incident where video recordings exist depicting
the involved officer, either as a subject officer or witness, shall be provided the following
admonishment prior to the initial interview or submission of the initial written report:

"In this case, there is video evidence that you will have an opportunity to view.
Video evidence has limitations and may depict the events differently than you
recall, and may not depict all of the events as seen or heard by you. Video has a
limited field of view and may not capture events normally seen by the human
eye. The "frame rate” of video may limit the camera's ability to capture
movements normally seen by the human eye. Lighting as seen on the video may
be different than what is seen by the human eye. Videos are a two-dimensional
medium and may not capture depth, distance or positional orientation as well as
the hurnan eye. Remember, the video evidence is intended to assist your memory
and ensure that your statement explains your state of mind at the time of the
incident.”

B. Supervisory Review

With the exception of Section A above, Supervisors are authorized to review relevant
recordings any time they are reviewing and approving case reports from their subordinates.

C. Investigatory Review



Supervisors are authorized to review relevant recordings any time they are investigating
alleged misconduct or reports of meritorious conduct, or whenever such recardings support
review of the member's performance.

Recorded files may also be reviewed:

(a) Upon approval by a supervisor, by any member of the Department who is participating
in conduct of an official investigation, such as a personnel complaint, an administrative
investigation or a criminal investigation.

{b) Pursuant to lawful process or by court or District Attorney personnel who are
otherwise authorized to review evidence in a related case.

c) By personnel assigned to investigatory units who are authorized to view any BWC video
file associated to their active investigations, unless otherwise prohibited by policy.

{(d) Upon approval by the Chief of Police, Internal Affairs investigators may review BWC
video with a complainant.

Investigators conducting criminal or internal investigations shall:

1. Advise the coordinator to restrict access to the BWC file in criminal or internal
investigations, as necessary.

2. Review the file to determine whether the BWC file is of evidentiary value and
process it in accordance with established protocols.

3. Notify the coordinator to remove the access restriction when the
criminalfinternal investigation is closed.

D. BWC files may also be reviewed by training staff regarding specific incidents where such files
may serve as an internal learning or teaching tool. In the event that videos are intended to be
used for training purposes, the involved officer(s) will first be consulted. If he/she objects to the
use of the video, such objection shall be submitted to the person in charge of training who shall
weigh the value of the video for training against the officer(s) objections and basis for the
objection. Should the person in charge of training refuse to grant the request of the involved
officer(s), the matter shall be heard by the Chief of Police or designee, prior to utilizing the video,

E. BWC recordings may be reviewed and used by City of Berkeley defense counsel for the
purposes of defending the city in civil claims and lawsuits, with the authorization of the Chief of
Police or his or her designee.

450.9 RELEASE OF RECORDINGS
Access to Recorded files will be granted for purposes of review:



{a) To the Police Review Commission Officer and/or Investigator investigating a specific
complaint where body worn camera evidence files are available and are not part of any
ongoing criminal investigation.

vi.

The PRC Officer and PRC Investigator will be provided user account access to
evidence files through the evidence management system for their use during a
complaint investigation and to facilitate viewing by Board of Inquiry members
during a Board of Inguiry.

The PRC Officer and PRC investigator shall not make or create a copy of any
evidence file, nor make or allow to be made any audio or video recording of any
evidence file while it is being streamed and viewed from the evidence
management system.

The PRC Officer and PRC Investigator shall not allow any unauthorized individuals
to view or access evidence files.

The evidence management system associates an audit trail record with each
evidence file, thereby logging the date, time, user, activity, and client IP address
occurring during each evidence file access.

The evidence management system shall only be accessed on City premises.

The department retains custody and control of the recordings, and content of the
video will be subject to applicable legal standards including, but not limited to the
confidentiality requirements of the Public Safety Officers’ Procedural Bill of
Rights, (Cal. Gov't Code sec. 3300, et seq.), California Penal Code 832.7, and the
California Public Records Act (Cal. Gov't Code sec. 6250, et seq.)

{b) In response to a public records request, as permitted under Gov't Code sec. 6254(f)
and General Order R-23 (Release of Public Records and Information). R-23 does not
authorize release of investigative files or documents that would constitute an
unwarranted invasion of privacy. Circumstances where this might arise in video include
footage taken inside a home, a medical facility, the scene of a medical emergency, or
where an individual recorded has a “reasonable expectation of privacy.”

{c) To media persannel or the general public with permission of the Chief of Police or
authorized designee, subject to General Order R-23 and privacy protections indicated in
this palicy.

All recordings should be reviewed by the Custodian of Records and the City Attorney’s Office prior
to public release [see the Records Maintenance and Release Policy).

In the event that the Police Department or City Department intends to release or publish for any
purpose video recordings where officers are captured on video or the video depicts actions taken
by them in the course of the performance of their official duties, those officers shall be given
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written notice of the intention to release or publish said video at least forty eight (48) hours’
notice prior to such release,

BPD may, without prior notice to involved officers, share video footage with law enforcement,
national security, military, or other government agencies outside of Berkeley, when there is
reasonable suspicion that criminal activity has occurred or is about to occur.

All recorded media, images and audio are property of the Berkeley Police Department and shall
not be copied, released, or disseminated in any form or manner outside the parameters of this
policy without the expressed written consent of the Chief of Police.

450.10 COMPLIANCE WITH BMC 2,99 ACQUISITION AND USE OF SURVEILLANCE TECHNOLOGY
This policy shall comply at all times with the requirement of BMC 2.99 Acquisition and Use of
Surveillance Technology.

450.11 TRAINING REQUIRED
Officers who are assigned BWCs must complete department-approved training in the proper use
and maintenance of the devices before deploying to the field.

As part of a continual improvement process, regular review should be conducted by BPD staff of
the training on this policy and the related use of BWCs under this policy. Information resulting
from the cutcomes of this review shall be incarporated into the City Manager's annual
"Surveillance Technology Report” as required under BMC 2.99 Acquisition and Use of Surveillance
Technology.

The Department, Police Review Commission, and other City Departments shall maintain the
confidentiality of Department sworn employee personnel records as required by state and local
law. Failure to maintain the confidentiality of Department sworn employee personnel records,
whether or not intentional, may subject individuals to civil penalties and discipline, up to and
including termination of employment.
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Lee, Katherine

* e ————— =

From: jbcofc@aol.com

Sent: Sunday, October 14, 2018 11:09 AM

To: Lee, Katherine

Subject: Re: Clarification of Oakland PD body-worn camera policy

Attachments: DGO 1-19 Duty Use of Cellular  Telephones and Personal Eleclronics
Oakland Phone policy.pdf

Follow Up Flag: Follow up

Flag Status: Flagged

Ms. Lee,

I was successful in obtaining OPD DGO I-19 which covers the Duly Use of Cellular Telephones and
Personal Electronic Devices.

Even though this policy is dated before OPD got Deparlment issued cell phones, | am told this policy
applies to those phones as well,

While you should look at any part of the policy you and the PRC believes is appropriate, | would point out
two provisions that seem particularly relevant to this discussion:

Page 2 Il H. Provides for the searches of personal cell records, bills and text message for the time the
member is on duty or engaged in work-related communications only when "there are reasonable grounds
for suspecting that the search will reveal the employee is guilty of work-related misconduct in accordance
with prevailing law."

Page 2 | "Personnel are prohibited from communicating with other involved or witness persannel
following a use of force incident in accordance wilh the provisions of Depariment General Order K-04,
Reporting and Investigation the Use of Force”

As we discussed Friday, | do not know of a similar prohibition in Berkeley that would prevent officars from
showing other officers their body camera video when there is a use of force and both officers are
wilnesses and/or inflicted the use of force. If | am incorrect, then | would of course have no objection to
the lack of such a policy in Berkeley.

----- Original Message-----

From: Lee, Katherine <KLee@cityofberkeley info=

To: Lee, Katherine <KLee@cityofberkeley.info>

Cc: 'Jim Chanin (jbcofe@aol.com) <jbcofc@aol.com>

Sent: Fri, Oct 12, 2018 6:07 pm

Subject: Clarification of Oakland PD body-worn camera palicy

Dear Commissioners,

Wanted to let you know that Mr. Chanin called me to correct what he had stated at the PRC meeting
regarding OPD's body-worn camera policy. He had said that officers are not allowed to view camera
footage before writing a report, but in fact, the policy allows such viewing except in “Level 1" Use of
Force, "Level 1" Pursuit, and In-custody Death cases. Also, officers under investigation are not allowed to
view video of the incident in question excepl upon written request and when written approval is granted.

That is the gist of it. Mr. Chanin provided more detail (and | have a copy of the OPD policy which 1 will
send), but | wanted to let you know at least this much for now, and provide further information on Monday.

Enjoy the weekend,






Lee, Katherine

From: Lee, Kalherine

Sent: Monday, October 22, 2018 4:33 PM

To: Lee, Kathering

Subject: Further concerns about the BWC policy raised by Jim Chanin

Dear Commissioners,

As | informed you last week, Jim Chanin called me last Monday to make some points
additional to those in his email that | forwarded to you. In the latest conversation, he
said that had gone through the BPD’s BWC policy very carefully, and had met with
Chief Greenwood and Lt. Okies earlier that day to raise the concerns below. | agreed
that | would prepare this email describing his concerns, as he was leaving town and
didn’t have time to do it.

The Oakland PD’s Departmental General Order I-15.1 is in your Oct. 24 agenda packet.
References to BPD policy are to the newly renumbered Lexipol 425. My commentary
appears in [brackets].

1. Taking statements. In Oakland, police officers “shall advise or obtain consent from
victims or witnesses when taking a PDRD recorded statement.” (11.D.2.a. (bottom p. 4.);
emphasis added.) In contrast, BPD's policy states that officers *have no obligation to
advise a victim or witness that he or she is being recorded, but may do so at their
discretion.” (Sec. 425.8, paragraph following subsection (c).) Mr. Chanin finds this
especially problematic for rape victims, who may make statements that inadvertently
help the prosecutor. He thought that perhaps a middle ground could be found, as there
may be some circumstances where officers may have a legitimate need to take a
statement surreptitiously, but those would be a minority of the cases. Perhaps
supervisor clearance could be required for surreptitious recordings, so at least such a
decision is made at the supervisorial level.

2. Reporting fact of activation. Mr. Chanin said that OPD requires that activation of the
PDRD (Portable Digital Recording Device) (IIl.C.1., p. 7) be documented, but could find
no such requirement in the BPD policy. He feels it makes no sense to require that
supervisors ask about activation and, if documentation is required, activation is more
likely to occur. [See BPD's 425.5, last paragraph, which seems to cover most BWC
activations.]

3. Review of video by those involved or witness to an incident. Mr. Chanin pointed out
that Oakland's policy regarding review of video in serious cases (Level 1 UOF, Level 1
Pursuit or In-Custody Death) prohibits not only the involved officers, but also the witness
officers from reviewing any audio or video before being interviewed by investigators.
(IV.A.2., p. 8.) [Note IV.A 1.a. — involved AND witness officers’ PDRDs are taken from
them.] Mr. Chanin points out that Berkeley's policy is different, in that in 425.17.1,
officer-involved incidents resulting in grave bodily injury or death, refers only to the
“involved member(s)." [See penultimate paragraph of 425.17.1, which says “Officers
who are involved in any critical incident . . . either as a subject or witness" are to
receive the following admoenishment. (emphasis mine.) We should get clarification on
whether an “involved officer” includes witness officers.]




4. Review of other officers’ video (non-critical incidents). Mr. Chanin believes that
425.17 allows officers to view other officers’ video before writing a report.

5. Discretion to stop recording. (Sec. 425.11.) This is covered in the October 18
analysis | prepared for you. Mr. Chanin suggests that supervisor clearance be obtained
before an officer is allowed to cease recording.

6. Lack of policy covering the iPhone. This is also addressed in my October 18
analysis. Mr. Chanin feels this is very important, and sent me the OPD’s Departmental
General Order 1-19, Duty Use of Cellular Telephones and Personal Electronic Devices.
[Also in your Oct. 24 agenda packet.]

-Kathy

Katherine J. Lee

Police Review Commission Officer
City of Berkeley

510.981.4960



10242018 BWC CONCERNS - Google Docs

This concern pertains to when it is permissible for police officers to stop the recording of the
video cameras while engaging the members of the public. It is concerning as this goes against
not only best praclices but against other Bay Area Police Department standards. SFPD, OPD
and BART Police departments specifically direct officers not to stop recordings until the
engagement is fully completed. In addition, the largest Police Department in California (LAPD)
has the same direction under its general order. This is also the recommendation as a best
practice by NACOLE as well as the ACLU,

Understanding that in some instances recordings might be of a more delicate nature or directly
affecting an investigation, an internal process reviewing those instances and making the
recording not accessible to FOIA requests might prove more acceptable than allowing officers
the discretion to terminate the recording as they see fit.

Transparency and an effective use of the Body Worn camera as a tool requires that all
interactions are fully recorded from beginning to end. Too many questions can be posed about
“what could have possibly have been said or done” during the evaluation of allegations or during
reviews of uses of force. Even something as simple as a discourtesy allegalion if there are
incomplete recordings.

hitps:ihvww.cacities org/Resources-Documents/Member-Engagement/Professional-Department
ity- Library/2017/2017-, |- rence-CA- '
as-CA-Track-AC-2017-Indi.aspx

When Recording May be Terminated / Stopped

LA: Shall continue recording until the investigative or enforcement activity involving a member of
the public has ended.

LA Sheriff: Continuous recording of an event should take place until completion of the
detention; recordings should not be prematurely terminated.

ACLU: Shall not be deactivated until the encounter has fully concluded and the law enforcement
officer leaves the scene.

BART

Once the AXON camera is activated pursuant to Section 451.5 of this policy, it shall remain on
until the event giving rise to the activation has reached a conclusion and/or the officer leaves the
scene of the event, whichever occurs first. Officers shall record further interaction with suspects,
including searching, processing, lransporting, and booking. Any exceptions will be documented
in the police report and reported to a supervisor. When the officer reasonably believes the event
giving rise to the activation is over, hefshe may deactivate the AXON camera from the recording
maode. If the event giving rise to the aclivation resumes following the officer's termination of the
AXON camera recording the officer shall reactivate their AXON camera.






